
 

Go to the Start Menu->Control Panel 

Welcome to the Saurastra University Wi-Fi Network 

How to create a profile for accessing a WiFi network, Follow the steps which is given below. 

1. Open the Start Menu -> Control Panel 

 

 

 

 

 

 

 

 

 

 

 

 

 

2. Click on the Network and Sharing Center  

Open Network and Sharing Center 



 
3. When Network and Sharing Center screen appear, Click Manage Wireless Network 

 

 

 

 

 

 

 

 

 

 

 

 

4. Here you will find the Wireless Network Connections, You have to create a profile here to access Wireless Network. 

5. Click Add button. And you will find a manually connect network screen.  

 

 

  

Open Manage Wireless 

Network 



 
6. Click on Manually create a network profile. 

 

 

This is the Most Important step, kindly take care or the Server will reject your request 

7. In the Network name bar type the name like (Staff or Student). As mentioned above that your ID and Password is 

bind with the category and it cannot interact with each other, so don’t west your time behind trying to logging in to 

different SSID or different categories from yours. 

 

 

 

 

 

 

 

 

 

 

For example 

Type in Network name box “Staff or 

Student” first word in capital is must. 

Select Security type as shown in diagram. 

Security type:- WPA2-Enterprise 

Encryption type:-  AES 

Click Next 



 
 

 

 

8. You have successfully created your profile. 

9. Now click on Change settings 

 

 

  

Security Tag 

Remove the check mark from the Validate 

server certificate and then click on the 

Configure button.  

Click on Setting button  



 
  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

10. After completing the setting click OK -> OK -> OK and exit from the all the menus. And enjoy the wireless network of 

the Saurastra University.  

 

Have Fun with the Comfortability and Flexibility of the Wi-Fi Network. 

Remove the check mark from the 

Automatically user my Windows logon name 

and………… and then click OK button.  


